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POWERiti, l’allié avignonnais des entreprises
contre la cybercriminalité

« Protégez-vous contre la cybercriminalité », implore Jantien Rault, le créateur de POWERiti à
Avignon,  qui  se  veut  une  société  proposant  des  solutions  informatiques  innovantes  et
sécurisées afin de propulser les entreprises vers une efficacité et une croissance durables.

«  54%  des  entreprises  françaises  sont  victimes  de  hackers  et  ce  chiffre  explose  à  une  vitesse
exponentielle », déclare le créateur de cette start-up qui est le 1ᵉʳ site en France à proposer une offre
globale de sécurisation de vos données sensibles. 

Lors d’une soirée à l’Hostellerie des Fines Roches de Châteauneuf-du-Pape, ce jeune avignonnais, qui a
fait ses études d’informatique et de commerce à Saint-Jean-Baptiste de la Salle et Saint Vincent-Paul,
s’est adressé à un parterre d’environ 300 chefs d’entreprises pour les sensibiliser aux risques qu’on entre
comme dans un moulin dans leurs mails,  fichiers  clients,  fournisseurs,  fiches de paie des salariés,
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dossiers sensibles stratégiques. « Nous avons ‘My serenity‘ , une solution tout-en-un (99,90€ par mois)
pour rendre impénétrables toutes vos données avec une mise à jour automatique et un support illimité,
100% transparent et sans surprise. »

La cybercriminalité mise en pratique pour cibler les problèmes

Pour faire une démonstration aux chefs d’entreprises, Jeremy Nedjar, venu de la Direction des Finances
Publiques, s’est présenté comme ‘hacker éthique’ de sa société L-Exploit Cyber Expert. « Quand je
travaille pour un client, je deviens testeur d’intrusion. Je vois s’il est facile de craquer son mot de passe et
c’est souvent le cas. Je me fais passer pour un livreur et j’arrive avec une simple clé USB à entrer dans le
réseau et capter toutes les données », martèle-t-il. « On a vu des hôpitaux attaqués pour les données de
leurs patients, leur numéro de Sécurité sociale, mais aussi des banques. HSBC, par exemple, a ainsi
perdu 1,2Md€, même si on n’a pas tous les chiffres de ce que représente le vol de données. »

« Il vaut mieux payer une prime pour se protéger qu’une rançon hors de prix d’un hacker
malveillant. »

Jeremy Nedjar

Il poursuit : « Votre adresse IP, c’est une identification unique, comme votre empreinte digitale. Avant
tout, trouvez un code compliqué avec des chiffres, étoiles, slashes, underscores, caractères bizarres,
alternez lettres minuscules et majuscules, mais surtout pas toto 1, 2, 3… Sinon, c’est la porte ouverte au
sabotage industriel et à la concurrence déloyale. Prémunissez-vous contre ces gens qui veulent forcer
votre coffre-fort numérique sans pied-de-biche. Payez 1 000 ou 2 000€ pour sécuriser vos données, ce
n’est rien par rapport aux risques encourus. Veillez aussi à ce que vos salariés ne jouent pas avec
l’ordinateur du bureau et aient le même code que chez eux, sinon votre entreprise sera vulnérable, donc
facilement piratée. 1/3 des sociétés cyberattaquées déposent le bilan quelques mois après. Si vous perdez
votre comptabilité, vous ne pouvez plus facturer, bonjour les dégâts. »

POWERiti garantit sécurité et tranquillité

Jantien Rault conclura la soirée en insistant sur l’apport des solutions POWERiti qu’il propose avec ses
collaborateurs. « Changer de mot de passe régulièrement, avoir une double authentification, un système
anti-phishing, être connecté 24h/24 et 7j/7. Un de ses clients acquiesce : « Avant, dans mon entreprise de
45 salariés et 140M€ de chiffre d’affaires, je faisais tout, même changer le toner de la photocopieuse.
J’avais un partenaire informatique nul, qui ne venait jamais quand il y avait une urgence, qui m’avait
proposé un contrat de 48 mois totalement opaque, bref, qui était un escroc. Puis, j’ai rencontré Jantien
Rault,  il  a  audité  scrupuleusement  poste  après  poste,  fait  des  préconisations  pour  la  téléphonie,
l’informatique, proposé une maintenance chiffrée, il m’a changé la vie. Certes, ça coûte, mais c’est le prix
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de ma tranquillité et de la sécurité de ma boîte. En particulier, le retour sur investissement a été rapide
grâce à ce qu’il m’a permis d’éviter comme chausse-trappe numérique. »

Contact : global@lxploit.com
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